
Technical Committee Best Practices 

1. Authorized Service Providers (SPs) should check the Certificate Revocation List 
(CRL) on a daily basis. 

2. Authorized SPs should check the STI-Certification Authority (CA) list on a daily 
basis. 

3. Both CAs and authorized SPs should validate the digital signatures on all STI-Policy 
Administrator (PA) issued artifacts they consume, such as JSON web tokens (Service 
Provider Code Token or CA list) as well as on the CRL to prevent fraud. 

4. Authorized SPs should actively participate in any pre-implementation testing of STI-
PA change orders.*  

*Regardless of testing performed by non-TC companies, final approval of any system 
changes made as a result of the STI-PA change order process will be determined by the TC. 
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